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Abstract: This literature review examines the phenomenon of cyberbullying from three critical per-

spectives: its etiology, consequences, and intervention strategies. The systematic review of existing 

research reveals that cyberbullying emerges from a complex interplay of individual, social, and 

technological factors. Its impacts extend beyond psychological harm to victims, affecting academic 

performance, social development, and in severe cases, resulting in self-harming behaviors. The re-

view synthesizes evidence-based intervention strategies at individual, community, and policy levels, 

highlighting the need for multi-faceted approaches. This comprehensive analysis provides a foun-

dation for future research and the development of effective cyberbullying prevention and mitigation 

strategies. 
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1. Introduction 

The rapid advancement and widespread adoption of digital communication technol-

ogies have fundamentally reshaped social interactions, particularly among adolescents 

and young adults. While these technologies provide unprecedented opportunities for con-

nectivity, self-expression, and information sharing, they have also introduced new risks, 

including cyberbullying [1]. Cyberbullying, broadly defined as intentional and repeated 

harm inflicted through electronic media [2], has emerged as a pervasive social and public 

health issue globally. The ubiquity of digital platforms, coupled with the anonymity and 

disinhibition they afford, has exacerbated the prevalence and complexity of online aggres-

sion, raising critical concerns for educators, policymakers, and mental health profession-

als. 

Cyberbullying has garnered significant academic attention due to its far-reaching 

consequences for mental health, academic performance, and social well-being. Research 

indicates that cyberbullying can have more severe and enduring effects than traditional 

forms of bullying, as it transcends physical boundaries, allows for constant victimization, 

and often reaches a wider audience [3]. Despite extensive research efforts, significant gaps 

remain in understanding the mechanisms underlying cyberbullying, the factors that con-

tribute to its persistence, and the effectiveness of various prevention and intervention 

strategies. Given the evolving nature of digital interactions and the continuous emergence 

of new platforms, it is crucial to reassess the existing literature and identify evidence-

based approaches to mitigate the impact of cyberbullying. This review is motivated by 

the need to synthesize current findings across disciplines—including psychology, educa-

tion, sociology, and public health—to offer a comprehensive perspective on cyberbullying 

and inform more effective strategies to address it. 

This study aims to address the following key research questions: First, what individ-

ual, social, and technological factors contribute to the occurrence of cyberbullying? Second, 

what are the psychological, academic, social, and physical health impacts of cyberbullying? 

Third, what evidence-based strategies have been identified as effective in preventing and 

mitigating cyberbullying? 

How to cite this paper:  Lu, L. Un-

derstanding Cyberbullying: Causes, 

Consequences and Comprehensive 

Intervention Strategies. Trends in So-

ciology, 3(1), 1–20. 

https://doi.org/10.61187/ts.v3i1.203 

 

 

 

 

Copyright: ©  2025 by the authors. 

Submitted for possible open access 

publication under the terms and con-

ditions of the Creative Commons At-

tribution (CC BY) license (http://crea-

tivecommons.org/licenses/by/4.0/). 

https://www.bergersci.com/index.php/ts/index


Trends in Sociology, 2025, 3(1), 45-55. 2 
 

 

 

Through a systematic literature review spanning research published between 2010 

and 2024, this study identifies key determinants of cyberbullying at multiple levels. At the 

individual level, personality traits such as low empathy, narcissism, and moral disengage-

ment are associated with cyberbullying perpetration [4]. Social and environmental factors, 

including family dynamics, peer influence, and school climate, play a significant role in 

both victimization and perpetration [5,6]. Furthermore, technological aspects such as plat-

form design, anonymity, and exposure to violent digital content contribute to the phe-

nomenon [7,8]. The review also highlights the multidimensional impacts of cyberbullying. 

Victims often experience severe psychological distress, including depression, anxiety, and 

suicidal ideation [7,9]. Cyberbullying also negatively affects academic performance, 

school engagement, and social development, with long-term consequences for self-esteem 

and interpersonal relationships [10,11]. Emerging research suggests that chronic exposure 

to cyberbullying may even have physiological consequences, including stress-related so-

matic symptoms and dysregulated cortisol levels [12,13]. 

This review makes several key contributions to the existing body of knowledge on 

cyberbullying. First, it integrates findings from multiple disciplines to provide a holistic 

understanding of the factors driving cyberbullying, its consequences, and potential inter-

ventions. Second, by analyzing empirical studies published over the past decade, it iden-

tifies trends and emerging areas of concern, offering insights into how digital transfor-

mations continue to shape online aggression. From a policy and practical perspective, the 

findings underscore the urgent need for multi-level intervention strategies. At the indi-

vidual level, digital literacy programs and cognitive-behavioral interventions have shown 

promise in reducing cyberbullying behaviors and mitigating psychological harm [14]. So-

cial and school-based interventions, such as peer support programs and anti-bullying pol-

icies, play a crucial role in fostering safe online environments [15]. Additionally, technol-

ogy-driven solutions, including artificial intelligence-based content moderation and plat-

form design modifications, are critical in preventing and detecting cyberbullying inci-

dents [16]. As digital ecosystems continue to evolve, ongoing research is necessary to re-

fine intervention strategies and ensure their adaptability to emerging platforms and 

online behaviors. By systematically reviewing the literature on cyberbullying, this study 

provides a foundation for future research and policy initiatives aimed at creating safer 

and more inclusive digital spaces. 

In the following sections, we outline the methodology employed in this review (Sec-

tion 2), examine the causes of cyberbullying (Section 3), explore its multifaceted impacts 

(Section 4), and discuss effective intervention and prevention strategies (Section 5). 

2. Methodology 

This review employed a systematic approach to identify, select, and synthesize rele-

vant literature primarily published between 2010 and 2024. The search was conducted 

across multiple electronic databases, including PsycINFO, ERIC, Web of Science, and Pub-

Med, ensuring comprehensive coverage of psychological, educational, social science, and 

medical perspectives on cyberbullying. The search strategy utilized Boolean operators to 

combine keywords such as "cyberbullying," "online harassment," "digital aggression," 

"cyber violence," and "internet bullying," along with terms related to causes, impacts, and 

interventions. Additionally, synonyms and closely related terms were incorporated to 

maximize the retrieval of relevant studies. 

Inclusion criteria were established to ensure the relevance and quality of selected lit-

erature. Eligible sources comprised peer-reviewed journal articles, books, and conference 

proceedings published in English that explicitly addressed at least one of the three focal 

areas: the etiology, impacts, or interventions related to cyberbullying. Studies employing 

quantitative, qualitative, or mixed-methods designs were included to capture a diverse 

range of perspectives. Exclusion criteria involved non-peer-reviewed articles, opinion 

pieces, and studies lacking empirical evidence or theoretical grounding. 
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The initial search yielded 862 publications. A multi-stage screening process was con-

ducted to ensure methodological rigor and thematic relevance. First, duplicates were re-

moved, followed by a title and abstract review to exclude studies that did not align with 

the research objectives. The remaining articles underwent full-text screening, applying 

predefined quality assessment criteria, including sample size, methodological robustness, 

theoretical framework, and alignment with the review’s scope. After this process, 187 

sources were deemed suitable for in-depth analysis. 

To synthesize findings, a thematic analysis approach was adopted, systematically 

identifying recurring patterns and key themes within the three focal areas. Thematic cod-

ing was performed iteratively, allowing for the refinement of categories and subthemes. 

Particular attention was given to methodological diversity across studies, facilitating a 

nuanced understanding of cyberbullying’s multifaceted nature. To enhance the reliability 

of the review, an inter-rater reliability check was conducted during the coding process, 

ensuring consistency in theme identification. The synthesized findings provide a compre-

hensive overview of the factors influencing cyberbullying, its consequences, and the ef-

fectiveness of existing intervention strategies. 

3. Causes of Cyberbullying 

3.1. Individual Factors 

Research consistently identifies several individual characteristics that contribute to 

cyberbullying perpetration, highlighting the interplay of personality traits, cognitive pro-

cesses, and past experiences. Personality factors such as low empathy, moral disengage-

ment, and narcissistic tendencies have been linked to increased cyberbullying behaviors. 

Studies by Baldry et al. and Chen et al. found significant correlations between these traits 

and a higher likelihood of engaging in online aggression, suggesting that diminished emo-

tional responsiveness to others’ distress and a self-centered worldview may facilitate 

harmful online interactions [4,17]. Furthermore, Gámez-Guadix et al. conducted longitu-

dinal research demonstrating that adolescents with conduct problems and prior aggres-

sive behaviors are at greater risk of engaging in cyberbullying, reinforcing the notion that 

offline aggression often extends into digital spaces [18]. 

Beyond personality traits, cognitive and emotional mechanisms play a crucial role in 

cyberbullying perpetration. The online disinhibition effect, originally conceptualized by 

Suler and further expanded by Wachs et al., offers a theoretical framework to explain how 

the absence of face-to-face cues, perceived anonymity, and reduced accountability in 

online interactions lower behavioral constraints [19, 20]. This effect may encourage indi-

viduals to express aggression, hostility, or cruelty in ways they would not typically exhibit 

in offline settings. Relatedly, the concept of moral disengagement explains how individu-

als justify harmful behaviors by minimizing personal responsibility or dehumanizing vic-

tims, making it easier to rationalize cyberbullying actions [21]. 

Another critical factor in understanding cyberbullying perpetration is the victim-to-

perpetrator cycle, where individuals who have experienced victimization engage in ag-

gressive behaviors as a maladaptive coping mechanism or form of retaliation. Kowalski 

et al. and Wong-Lo & Bullock identified a strong relationship between prior victimization 

and subsequent cyberbullying perpetration, emphasizing how exposure to online harass-

ment may normalize aggressive responses [7,8]. This cycle is particularly evident in ado-

lescent populations, where repeated victimization can lead to heightened frustration, an-

ger, and a desire to regain control or assert dominance in digital environments. 

In addition to these factors, recent studies highlight the role of emotional regulation 

difficulties and impulsivity in cyberbullying perpetration. Individuals with poor impulse 

control and heightened emotional reactivity may struggle to regulate their online interac-

tions, making them more prone to impulsive acts of cyber aggression [12,15]. Moreover, 

gender and age differences have been noted, with some research suggesting that males 
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are more likely to engage in direct cyberbullying behaviors, whereas females may exhibit 

more relational aggression online [9, 16, 22]. 

3.2. Social and Environmental Factors 

The broader social and environmental context in which individuals operate plays a 

crucial role in shaping cyberbullying behaviors. These influences extend beyond individ-

ual psychological predispositions to encompass family dynamics, peer relationships, 

school environments, and broader sociocultural norms. Understanding these factors is es-

sential for developing comprehensive prevention and intervention strategies. 

Family environments, particularly parental monitoring and communication patterns, 

significantly impact an individual's likelihood of engaging in or experiencing cyberbully-

ing. Studies by Elsaesser et al. and Chang et al. highlight that inadequate parental super-

vision of online activities and poor parent-child relationships are associated with an in-

creased risk of both perpetration and victimization [6, 23]. Adolescents who experience 

low parental warmth, inconsistent discipline, or lack of emotional support may be more 

prone to seeking validation in online spaces, sometimes through negative interactions. 

Conversely, authoritative parenting styles, characterized by high levels of warmth and 

structure, have been linked to lower incidences of cyberbullying [24]. Additionally, the 

growing prevalence of intergenerational digital divides suggests that parents who are less 

technologically literate may struggle to monitor or guide their children's online behavior 

effectively [25]. 

Peer influence is another critical determinant of cyberbullying behavior, particularly 

among adolescents. Festl et al. and Bastiaensens et al. found that individuals are more 

likely to engage in cyberbullying when they perceive it as socially acceptable or normative 

within their peer groups [26, 27]. This is consistent with social learning theory, which pos-

its that behaviors are acquired through observational learning, reinforcement, and mod-

eling. Wright further demonstrated that adolescents who witness cyberbullying without 

negative repercussions are more likely to imitate such behaviors, reinforcing the idea that 

perceived impunity can perpetuate online aggression [22]. Additionally, peer pressure 

and group dynamics, particularly in the context of digital group chats and social media 

communities, may contribute to bystander reinforcement, where individuals passively or 

actively support cyberbullying without direct participation [18]. 

The school environment serves as a fundamental context for shaping students' atti-

tudes and behaviors toward cyberbullying. Research by Patchin & Hinduja and Cross et 

al. demonstrates that schools characterized by clear anti-bullying policies, supportive 

teacher-student relationships, and an emphasis on respect and inclusion report lower lev-

els of cyberbullying [3, 5]. A positive school climate fosters a sense of belonging and re-

duces the likelihood of students engaging in aggressive online behavior. Conversely, 

schools with high levels of conflict, weak disciplinary enforcement, or disengaged faculty 

may see an escalation of cyberbullying incidents. The presence of digital citizenship edu-

cation programs, which promote responsible online behavior and ethical use of technol-

ogy, has been linked to reduced cyberbullying prevalence. 

Beyond immediate social environments, broader cultural and media factors also 

shape cyberbullying behaviors. The normalization of online aggression in digital media, 

including cyber-harassment in online gaming, social media, and public discourse, contrib-

utes to the desensitization of aggressive behaviors [28]. Moreover, cultural attitudes to-

ward bullying and conflict resolution differ across societies, influencing how individuals 

perceive and respond to cyberbullying incidents. For example, cultures that emphasize 

collectivism and social harmony may encourage indirect resolution strategies, whereas 

individualistic societies may see higher rates of retaliation and direct confrontation. 

3.3. Technological Factors 

The structural design of digital platforms significantly impacts the prevalence and 

nature of cyberbullying. Studies by Schultze-Krumbholz et al. and Kwan et al. highlight 
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that features such as anonymity, ephemeral content, limited content moderation, and al-

gorithmic amplification of controversial material create an environment where online ag-

gression can thrive [16, 29]. The anonymity afforded by certain platforms reduces social 

accountability, making users more likely to engage in aggressive behavior without fear of 

real-world consequences. Additionally, the persistence of harmful content—where offen-

sive messages or images can be permanently accessible—exacerbates the psychological 

distress experienced by victims. 

Furthermore, algorithmic bias and content amplification mechanisms play a crucial 

role in cyberbullying dynamics. Social media algorithms are often designed to maximize 

engagement by promoting sensational or emotionally charged content, which can lead to 

the viral spread of harmful messages and online harassment [30]. Research by Pauwels & 

Schils suggests that individuals with extreme views are more likely to have their content 

promoted, inadvertently fueling online hostility [31]. Moreover, automated moderation 

tools, while useful, remain imperfect, often failing to detect nuanced forms of cyberbully-

ing such as sarcasm, coded language, or manipulated images [32]. 

Patterns of media exposure also play a role in shaping individuals’ engagement in 

cyberbullying. Gentile et al. established a strong link between exposure to violent or ag-

gressive media content and increased likelihood of online aggression [32]. The desensiti-

zation hypothesis posits that repeated exposure to violent media leads to reduced emo-

tional responsiveness to aggression, thereby normalizing hostile behaviors [34]. This effect 

extends to social media environments, gaming platforms, and digital entertainment, 

where aggression is often depicted as a normative or even humorous behavior [33]. 

Online gaming communities, in particular, have been identified as high-risk environ-

ments for cyberbullying due to their competitive nature, anonymous interactions, and fre-

quent use of aggressive language [35]. Some platforms also incorporate reward structures 

that encourage dominance and social hierarchy, further reinforcing bullying behaviors. 

Additionally, the normalization of online toxicity in meme culture and viral trends may 

contribute to increased tolerance for cyberbullying, as offensive content is often shared 

under the guise of humor. 

In contrast, digital literacy and online ethics education serve as protective mecha-

nisms against cyberbullying. Studies by Jones & Mitchell and Hutson et al. demonstrate 

that individuals who possess higher levels of digital literacy, media awareness, and ethical 

reasoning are less likely to engage in cyberbullying and more likely to intervene when 

witnessing online harassment [36, 37]. Digital literacy encompasses not only technical 

skills, such as recognizing misinformation or understanding privacy settings, but also crit-

ical thinking and ethical decision-making in online interactions [25]. 

Educational interventions that promote digital citizenship, including discussions on 

empathy, responsible online behavior, and the consequences of cyber aggression, have 

been shown to reduce cyberbullying incidents [38]. Additionally, the integration of artifi-

cial intelligence and machine learning tools in digital literacy education has been pro-

posed as a means of enhancing users' ability to detect and counteract online harassment 

[39]. 

The role of technology in cyberbullying extends beyond its risks, as emerging tech-

nological solutions offer new avenues for mitigation. The development of real-time con-

tent moderation AI, blockchain-based identity verification systems, and enhanced paren-

tal control software represents promising strategies to combat online aggression [40]. 

Moreover, the rise of proactive digital well-being tools, such as platform-based nudges 

that encourage reflection before posting harmful content, has shown potential in reducing 

impulsive cyberbullying behaviors [41]. 

4. Impacts of Cyberbullying 

4.1. Psychological Impacts 
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The psychological consequences of cyberbullying victimization have been exten-

sively documented, revealing profound and enduring effects on mental health. Meta-anal-

yses by Kowalski et al. and Fisher et al. consistently identified significant associations be-

tween cyberbullying victimization and heightened symptoms of depression, anxiety, and 

stress across diverse demographic and cultural populations [7, 42]. These findings suggest 

that cyberbullying is not a transient issue, but one with long-lasting psychological conse-

quences. The unique, pervasive nature of cyberbullying—often occurring across multiple 

platforms and at all hours—further exacerbates the emotional toll on victims, making it 

distinct from traditional bullying [2]. 

Longitudinal studies, including those by Rose & Tynes and Gámez-Guadix et al., 

have established robust temporal relationships, demonstrating that cyberbullying often 

precedes and predicts subsequent psychological distress, rather than merely co-occurring 

with it [18, 43,]. These studies provide compelling evidence of the causal role that cyber-

bullying plays in exacerbating mental health challenges, with effects that persist over time. 

Victims of cyberbullying report not only immediate emotional distress but also chronic 

psychological conditions, including long-term anxiety disorders and depressive episodes, 

which may extend into adulthood. 

Furthermore, the psychological toll of cyberbullying extends beyond depression and 

anxiety to encompass disruptions in cognitive and emotional processing. Victims often 

experience difficulties in concentrating, heightened feelings of hopelessness, and perva-

sive fears of social rejection, all of which can impair daily functioning and hinder academic 

or occupational achievement [44]. The social isolation that often accompanies cyberbully-

ing can result in emotional numbing and a diminished sense of social connectedness, cre-

ating additional barriers to recovery [45]. 

Self-esteem impacts are also significant, with research by Brewer & Kerslake and Pa-

lermiti et al. indicating that victims of cyberbullying consistently report lower self-worth 

and diminished self-concept [11, 46]. These effects are particularly pronounced during 

adolescence, a developmental period marked by the formation of self-identity and peer 

relationships. The internalization of negative messages conveyed through online harass-

ment can lead to a distorted self-image, contributing to feelings of inadequacy and pow-

erlessness. The damage to self-esteem can thus have a cascading effect on various areas of 

an individual’s life, including academic performance, social engagement, and overall 

well-being. 

The relationship between self-esteem and victimization appears to be bidirectional. 

Modecki et al. found that individuals with lower self-esteem are more vulnerable to be-

coming targets of cyberbullying, creating a cycle of harm in which victimization leads to 

further declines in self-worth, which in turn increases susceptibility to future abuse [47]. 

This cyclical pattern can be especially detrimental to adolescents and young adults, who 

are in critical stages of identity development. It underscores the importance of addressing 

both the emotional health of individuals and the social dynamics that facilitate cyberbul-

lying in order to break this harmful cycle. 

In more severe cases, the psychological impacts of cyberbullying have been linked to 

suicidal ideation and behaviors. A systematic review by John et al. documented consistent 

associations between cyberbullying experiences and suicidal thoughts and attempts, em-

phasizing that these effects persist even after controlling for other known risk factors such 

as depression, substance abuse, and prior mental health conditions [9]. The relationship 

between cyberbullying and suicidal ideation is particularly concerning due to the rela-

tively high vulnerability of adolescents and young adults to both forms of victimization 

and emotional distress during this critical period of psychological development. Im-

portantly, the risk of suicide is heightened when victims experience prolonged, chronic 

exposure to online harassment, as the feelings of hopelessness and isolation associated 

with cyberbullying may deepen over time. 
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Moreover, the persistent nature of cyberbullying—often involving anonymous per-

petrators and recurring harassment—can lead victims to feel trapped in a cycle of victim-

ization that is difficult to escape. Unlike traditional bullying, where victims can sometimes 

avoid perpetrators or escape the immediate environment of harassment, cyberbullying 

can infiltrate victims' lives, intensifying feelings of helplessness and exacerbating suicidal 

tendencies [7]. These findings highlight the need for comprehensive intervention strate-

gies, including early identification of victims and timely access to mental health resources, 

to mitigate the risk of severe psychological outcomes such as suicide. 

4.2. Academic and Social Impacts 

In addition to the psychological consequences, cyberbullying exerts profound effects 

on various dimensions of victims' daily lives, particularly their academic performance and 

social functioning. The negative influence of cyberbullying on academic outcomes is well-

documented. Studies by Kowalski & Limber and Gardella et al. have highlighted con-

sistent associations between cyberbullying victimization and diminished school engage-

ment, lower academic achievement, and increased absenteeism [10, 48]. Victims often 

struggle to maintain focus in class, as the emotional and cognitive toll of bullying diverts 

their attention away from their studies [49]. This interference with concentration is not 

only a short-term issue but can lead to long-term academic underachievement, creating 

lasting barriers to educational success and hindering future career opportunities. 

The underlying mechanisms driving these academic setbacks are multifaceted. Di-

minished concentration and heightened anxiety during school hours are primary factors, 

as the anticipation of further victimization or the rumination on past incidents takes up 

cognitive resources that would otherwise be dedicated to learning. Furthermore, cyber-

bullying victims often experience reduced school connectedness, a key predictor of aca-

demic success. According to Reijntjes et al., when students feel unsafe or unsupported, 

their emotional investment in school activities declines, leading to a disengagement from 

the academic environment [50]. In extreme cases, this disengagement can manifest in 

chronic absenteeism, as victims may choose to skip school to avoid potential bullying in-

cidents, further exacerbating the decline in their academic performance. 

Beyond academic impacts, cyberbullying profoundly affects victims' social develop-

ment. Research by Cross et al. and Schultze‐Krumbholz et al. has shown that cyberbully-

ing victimization is strongly associated with heightened levels of social anxiety, peer with-

drawal, and difficulties in forming new interpersonal relationships [5, 29]. Social anxiety 

often results from the perceived threat of being targeted by peers, causing victims to avoid 

social situations or struggle to engage meaningfully with others. These social difficulties 

can have enduring consequences, as adolescents may become more isolated and less con-

fident in their ability to form connections with others. Such withdrawal can inhibit their 

participation in group activities, extracurriculars, and social bonding, all of which are cru-

cial for healthy emotional development and peer integration during adolescence. 

The long-term nature of these social impacts is emphasized by longitudinal studies, 

such as those by Wolke et al, which reveal that the social consequences of cyberbullying 

can persist even after the bullying episodes have ended [52]. Victims may continue to ex-

perience social difficulties long after the direct victimization has ceased, as the emotional 

scars and internalized feelings of unworthiness or distrust can linger. The inability to fully 

recover from these social impacts can significantly affect the victim's future relationships 

and their ability to function within social contexts, including at school, in the workplace, 

or in later life. 

The effects of cyberbullying are not limited to the victims themselves. Digital citizen-

ship behavior is also altered as a result of cyberbullying. Victims of cyberbullying often 

develop maladaptive online behaviors, which may range from increased online with-

drawal to heightened aggression. Studies by Meter & Bauman and Wright have docu-
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mented how some victims, in response to their experiences of being harassed, adopt hy-

pervigilant or defensive behaviors online, such as excessive privacy concerns and avoid-

ance of social media platforms [39, 52]. These individuals may restrict their digital foot-

prints and disengage from online communities to protect themselves from further harm. 

Conversely, other victims may respond by becoming more aggressive in their online in-

teractions, using digital platforms as a means to exert control or retaliate against perceived 

injustices. This "fight-back" behavior may manifest as cyberbullying perpetration, further 

contributing to a cycle of negative digital behavior and potentially harming others in the 

process [2]. 

Additionally, the impact of cyberbullying on digital citizenship behavior is further 

complicated by the role of technology in shaping modern social dynamics. As adolescents 

increasingly turn to the internet as a primary medium for communication and socializa-

tion, the development of healthy digital behaviors becomes critical. Cyberbullying can 

disrupt this developmental process, pushing victims into maladaptive patterns of online 

interaction that can extend into adulthood. The experience of being a victim of cyberbul-

lying can, in some cases, undermine the very concept of digital citizenship—the responsi-

ble, respectful, and ethical use of technology—by instilling a deep mistrust of online 

spaces and discouraging positive digital engagement. Moreover, the stigmatization asso-

ciated with being a victim of cyberbullying can foster feelings of shame, leading to reluc-

tance in seeking help or support. Victims may perceive their experiences as a personal 

failure or fear that they will be blamed for the harassment, which can prevent them from 

reporting the abuse or participating in anti-cyberbullying initiatives [52]. This sense of 

isolation can further exacerbate the adverse effects on social behavior and online engage-

ment, trapping victims in a cycle of negative online interactions and reduced social par-

ticipation. 

4.3. Physical Health Impacts 

Emerging research increasingly documents the significant connections between 

cyberbullying victimization and various physical health outcomes, underscoring the far-

reaching effects of online harassment beyond the psychological and social domains. A 

growing body of studies has linked cyberbullying to somatic complaints, such as head-

aches, sleep disturbances, and gastrointestinal issues. Nixon and Przybyła-Basista found 

that victims of cyberbullying frequently report physical symptoms that are consistent 

with stress-related disorders [12, 53]. These physical manifestations can be interpreted as 

psychosomatic responses to prolonged emotional and psychological distress, suggesting 

that the body may reflect the strain imposed by cyberbullying victimization. Headaches, 

in particular, are a common somatic complaint, often linked to chronic stress or tension, 

while gastrointestinal issues, including stomachaches or irritable bowel syndrome, are 

frequently reported due to the body's heightened stress response. Sleep disturbances, in-

cluding insomnia or difficulty staying asleep, are another prevalent consequence, with 

victims experiencing heightened arousal during sleep due to anxiety or the fear of further 

bullying. 

The underlying mechanisms for these physical symptoms appear to be primarily me-

diated by the body’s stress response systems. Cyberbullying victimization triggers the ac‐

tivation of the hypothalamic-pituitary-adrenal (HPA) axis, a critical component of the 

body’s physiological stress response. The chronic activation of the HPA axis, driven by 

repeated exposure to bullying, can lead to long-term health consequences, as it disrupts 

normal physiological functioning. Elevated cortisol levels, commonly associated with 

stress, can impact various bodily systems, contributing to the onset of physical health 

problems. In particular, prolonged exposure to such stressors can compromise immune 

function, disrupt sleep patterns, and lead to somatic complaints such as those observed in 

cyberbullying victims. 
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Behavioral health impacts linked to cyberbullying have also been widely studied. 

Research by Sourander et al. and Tsitsika et al. has documented that victims of cyberbul-

lying are more likely to engage in maladaptive coping strategies, such as substance use, 

disordered eating, and other risk behaviors [54, 55]. These behaviors serve as mechanisms 

of distress relief, as individuals attempt to cope with the emotional pain inflicted by online 

harassment. Increased substance use, including alcohol and drug consumption, is often 

observed in victims as they attempt to numb the distress or anxiety resulting from their 

victimization. Disordered eating patterns, including both restrictive eating and binge-eat-

ing behaviors, have also been linked to the emotional turmoil caused by cyberbullying. 

These coping strategies, while offering short-term relief, can further exacerbate physical 

health risks and contribute to the development of long-term health conditions, including 

substance dependence, eating disorders, and other related ailments. 

Moreover, the relationship between cyberbullying and behavioral health risks can 

also contribute to the escalation of physical health problems. Victims who engage in sub-

stance use or disordered eating may experience compounded physiological stressors, fur-

ther amplifying the strain on their bodies. These maladaptive behaviors may disrupt sleep, 

reduce physical activity, and alter nutritional intake, all of which contribute to physical 

health deterioration. As a result, victims may find themselves trapped in a vicious cycle 

of behavioral maladjustment that perpetuates their physical health problems. 

Recent neurobiological research, although still in its early stages, has begun to ex-

plore the potential biological mechanisms underlying the physical health impacts of 

cyberbullying. Studies by Vaillancourt et al. and Copeland et al. have investigated how 

chronic peer victimization, including cyberbullying, may influence stress hormone regu-

lation, inflammatory processes, and other neurobiological pathways [13, 56]. Victims of 

cyberbullying are often exposed to chronic stress, which can lead to dysregulation of the 

autonomic nervous system and immune system. This dysregulation may increase the risk 

of developing chronic health conditions, such as cardiovascular disease, autoimmune dis-

orders, or other inflammation-related conditions. The persistent elevation of stress hor-

mones, such as cortisol, has been associated with a range of health issues, including the 

deterioration of the immune system and the development of metabolic disorders [57]. 

These neurobiological findings suggest that the effects of cyberbullying victimization may 

not only impact mental and emotional well-being but also contribute to long-term physi-

ological vulnerabilities. 

The implications of these findings extend beyond immediate physical health con-

cerns. Chronic stress and dysregulated biological responses can set the stage for the de-

velopment of a range of comorbid conditions, both physical and psychological, that com-

pound the individual’s health burden. For example, prolonged exposure to stress hor‐

mones can impair brain functioning, particularly in areas related to memory, emotion reg-

ulation, and decision-making, further affecting victims' quality of life. This biological vul-

nerability may contribute to the development of other mental health conditions, such as 

depression or anxiety, which are often co-occurring with the physical health symptoms 

experienced by cyberbullying victims. 

5. Intervention and Prevention Strategies 

5.1. Individual-Level Interventions 

Individual-level interventions targeting both victims and perpetrators of cyberbully-

ing have shown substantial promise in mitigating the psychological, social, and behav-

ioral consequences of online harassment. These interventions often aim to modify indi-

vidual attitudes, behaviors, and coping mechanisms to reduce bullying perpetration and 

alleviate the psychological toll on victims. 
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Cognitive-behavioral approaches have been particularly effective in reducing both 

cyberbullying perpetration and the negative psychological impacts of victimization. Re-

search by Garaigordobil & Martínez-Valderrey and Tanrikulu has highlighted the utility 

of cognitive-behavioral therapy (CBT) in addressing the emotional and cognitive distor-

tions that underlie aggressive online behavior [14, 58]. CBT interventions typically focus 

on fostering emotional regulation skills, which help individuals recognize and manage 

negative emotions such as anger, frustration, and insecurity that may contribute to bully-

ing behaviors. Additionally, these programs emphasize the development of empathy, en-

abling participants to understand the emotional harm caused by their actions and culti-

vate compassion for victims. A key component of these interventions is the promotion of 

constructive problem-solving strategies, which equip both perpetrators and victims with 

tools to address conflicts in healthier, non-aggressive ways. In the case of victims, CBT-

based interventions can enhance self-esteem and resilience, reducing the emotional vul-

nerability that makes them more susceptible to bullying. The effectiveness of these ap-

proaches suggests that interventions focused on emotional awareness and coping strate-

gies can serve as foundational tools for reducing cyberbullying and its psychological re-

percussions. 

Digital literacy and ethical education represent another crucial intervention strategy. 

Studies by Jones & Mitchell and Christina et al. have demonstrated the positive impact of 

curriculum-based programs aimed at promoting responsible digital citizenship and 

online ethics [36, 59]. These educational interventions typically involve teaching young 

people the ethical use of technology, fostering an understanding of the consequences of 

cyberbullying, and encouraging respectful communication online. In addition to reducing 

aggressive online behaviors, these programs also aim to instill critical media consumption 

skills, enabling individuals to better navigate the complexities of digital spaces, identify 

harmful content, and engage with information in a responsible manner. These interven-

tions emphasize the development of moral reasoning and the capacity to critically assess 

online interactions, encouraging individuals to act as positive agents in their digital envi-

ronments. The promotion of responsible online behavior not only reduces the occurrence 

of cyberbullying but also enhances the overall quality of digital engagement, fostering 

safer and more inclusive online communities. 

Bystander intervention training has emerged as another promising individual-level 

approach, particularly in addressing the social dynamics that perpetuate cyberbullying. 

Research by Williford et al. and DeSmet et al. has highlighted the importance of empow-

ering bystanders—those who witness cyberbullying incidents but do not directly partici-

pate—in promoting positive peer interventions [15, 60]. These programs aim to educate 

bystanders about the importance of intervening when they witness online harassment, 

either by offering support to the victim, reporting the bullying to authorities, or actively 

confronting the perpetrator in a non-confrontational way. Bystander intervention training 

has been found to increase intervention behaviors and create peer climates that are less 

tolerant of online aggression. By changing the social dynamics surrounding cyberbullying, 

these interventions not only provide immediate support to victims but also contribute to 

a cultural shift in which bullying behavior is less socially accepted. Additionally, fostering 

a sense of collective responsibility among peers may help to normalize intervention be-

haviors, making it more likely that individuals will act when they encounter bullying in 

the future. The success of these programs underscores the importance of creating a sup-

portive social environment where cyberbullying is not tolerated, and bystanders feel em-

powered to act. 

Social and emotional learning (SEL) programs have also demonstrated effectiveness 

in promoting individual resilience and preventing cyberbullying. SEL programs focus on 

the development of emotional intelligence, self-awareness, social skills, and relationship 

management. These programs have been shown to reduce bullying behaviors by equip-
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ping individuals with the skills needed to manage their emotions, navigate social interac-

tions, and resolve conflicts constructively. When implemented in schools, SEL programs 

create an environment that fosters empathy, mutual respect, and a greater understanding 

of others’ perspectives, which are crucial in both preventing the perpetration of cyberbul‐

lying and supporting victims in their recovery. Research suggests that SEL programs not 

only reduce aggressive behaviors but also improve students’ overall mental health and 

well-being, which can indirectly contribute to a reduction in cyberbullying incidents. 

Mindfulness-based interventions are also emerging as a promising individual-level 

intervention for addressing the psychological and emotional impact of cyberbullying. 

Studies suggest that mindfulness training can help victims of cyberbullying reduce stress, 

anxiety, and depression, by teaching them to focus on the present moment and accept 

their feelings without judgment. Parental and family support also plays a critical role in 

individual-level interventions. Research by Patchin and Hinduja highlights the im-

portance of parental involvement in addressing and preventing cyberbullying [2]. Parents 

who are actively engaged in their children's online activities, provide emotional support, 

and foster open communication are better positioned to intervene when bullying occurs. 

Family-based interventions can offer victims a safe space to discuss their experiences and 

receive guidance on coping strategies. Furthermore, parents can serve as role models for 

healthy online behavior, reinforcing the lessons learned in school-based interventions. Ed-

ucational programs that target both parents and children together can enhance the overall 

effectiveness of individual-level interventions by promoting a cohesive and supportive 

approach to addressing cyberbullying. 

5.2. Social and Community-Based Interventions 

In addressing the complex phenomenon of cyberbullying, social and community-

based interventions play a crucial role by creating supportive environments that involve 

multiple stakeholders, including schools, families, and communities. These approaches 

focus on shifting the collective attitudes towards bullying, promoting a culture of empa-

thy and responsibility, and encouraging active participation from all members of society 

to combat this harmful behavior. 

School-wide approaches have proven to be among the most effective social inter-

ventions in addressing cyberbullying, as they involve systemic changes that engage the 

entire school community. Whole-school programs, evaluated by Cross et al. and Wölfer 

et al., demonstrated significant reductions in cyberbullying when implemented through 

comprehensive, multi-faceted strategies [61, 62]. These approaches typically involve the 

creation or revision of school policies that explicitly define and prohibit cyberbullying, 

providing clear protocols for reporting incidents and ensuring that disciplinary measures 

are enforced consistently. Central to these programs is the training of school staff to rec-

ognize signs of cyberbullying and to respond appropriately, fostering a school-wide cul-

ture that condemns bullying and supports victims. Additionally, curriculum integration 

plays a pivotal role in school-wide interventions by embedding lessons on digital citizen-

ship, empathy, and responsible online behavior into the standard educational framework. 

This proactive integration ensures that students understand the social, psychological, and 

legal implications of cyberbullying, and it promotes positive online interactions. Parent 

involvement, which is an essential component of these programs, can be facilitated 

through regular communication, workshops, and information-sharing about cyberbully-

ing prevention. Studies by Cross suggest that schools with strong community partner-

ships involving both parents and staff show significantly lower rates of cyberbullying vic-

timization, demonstrating the importance of a unified approach to combat online harass-

ment [61]. 

Parental involvement emerges as a critical factor in reducing cyberbullying and fos-

tering a supportive environment for children both at school and at home. Research by 

Elsaesser et al. and Navarro et al. underscores the importance of equipping parents with 
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the skills and knowledge necessary to monitor their children's online behaviors, recognize 

signs of distress, and engage in open conversations about internet safety [6, 63]. Interven-

tions that enhance parental monitoring skills, along with fostering open channels of com-

munication about online activities, are linked to reductions in both cyberbullying perpe-

tration and victimization. Programs aimed at improving parents' digital literacy have 

been found to enhance their ability to guide their children through the complexities of 

online spaces, helping them make informed decisions about their digital interactions. Ad-

ditionally, parental involvement has been shown to improve parent-child relationships, 

which in turn reduces adolescents' risk of engaging in or becoming victims of cyberbully-

ing. Longitudinal studies suggest that continued parental engagement can buffer the neg-

ative psychological impacts of cyberbullying, as supportive family environments provide 

emotional resilience for children dealing with online harassment. 

Peer mentoring and support programs offer another highly effective social interven-

tion by harnessing the power of peer influence and support. Research by Thompson & 

Smith and Palladino et al. emphasizes the positive impact of peer mentoring programs, 

where older or trained students are designated as mentors to guide younger students who 

may be experiencing cyberbullying [64, 65]. These programs typically provide mentorship 

in the form of emotional support, strategies for coping with bullying, and assistance in 

navigating reporting systems. In addition to supporting victims, peer mentors serve as 

role models, demonstrating prosocial behavior and encouraging other students to take a 

stand against bullying. Peer support systems are particularly valuable because they lev-

erage the peer group dynamic, fostering a culture in which students actively help one 

another. By creating a network of trusted mentors, schools can increase reporting rates, 

empower victims, and reduce the incidence of bullying. Further, peer mentoring pro-

grams promote a sense of solidarity among students, reducing isolation and social with-

drawal, which are common consequences of cyberbullying. The success of peer mentoring 

programs has led to their widespread adoption in both primary and secondary schools, 

particularly in environments where bullying is prevalent. 

Community-based programs expand the scope of intervention beyond the school 

environment, engaging local communities in the fight against cyberbullying. Programs 

that incorporate community organizations, local law enforcement, and mental health pro-

fessionals have demonstrated effectiveness in creating a broader social safety net for 

young people. Research by Kowalski & Limber suggests that communities with a collec-

tive approach to addressing cyberbullying—where schools, local authorities, and non-

profit organizations collaborate—are better positioned to intervene in early stages, pro-

vide resources for victims, and raise public awareness about the dangers of online harass-

ment [48]. Community-based programs often include workshops for parents, public 

awareness campaigns, and partnerships with mental health professionals to offer coun-

seling for both victims and perpetrators. These initiatives are critical in fostering a com-

munity ethos where cyberbullying is recognized as a societal issue, not just an individual 

problem. In some cases, community programs have helped pass local laws aimed at re-

ducing cyberbullying and improving online safety, further embedding the fight against 

cyberbullying into public policy. 

Digital literacy initiatives at the community level also play a significant role in pre-

venting cyberbullying. By focusing on digital literacy education, these initiatives equip 

individuals with the tools to engage in online spaces responsibly and safely. Research by 

Völlink et al. indicates that individuals who receive training in digital literacy are better 

equipped to recognize harmful behaviors online, avoid risky interactions, and protect 

themselves from potential victimization [49]. At the community level, these initiatives can 

target various demographics, including young people, parents, educators, and commu-

nity leaders, ensuring that everyone is empowered to navigate digital environments safely. 

Through the promotion of critical thinking skills and awareness of online etiquette, digital 
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literacy initiatives can help cultivate a generation of responsible digital citizens who are 

less likely to engage in cyberbullying. 

Collaborative efforts and multi-stakeholder engagement have been identified as 

essential components in effective intervention programs. By engaging multiple stakehold-

ers—such as schools, parents, law enforcement, mental health professionals, and commu-

nity organizations—interventions can address the multifaceted nature of cyberbullying. 

Collaborative efforts allow for the pooling of resources, the sharing of expertise, and the 

development of more comprehensive strategies. Studies by Wolke et al. have shown that 

multi-stakeholder initiatives that combine educational, psychological, and legal interven-

tions yield more significant reductions in cyberbullying rates compared to isolated inter-

ventions [51]. For example, community-based collaborations may involve local law en-

forcement in monitoring online platforms for illegal activities related to cyberbullying, 

while mental health professionals provide counseling to victims and perpetrators alike. 

These integrated approaches are particularly effective in addressing both the immediate 

consequences of cyberbullying and the long-term needs of those involved. 

5.3. Technological and Policy Interventions 

The integration of technological solutions into the battle against cyberbullying has 

gained significant attention in recent years, offering a promising avenue for both imme-

diate responses and long-term prevention. Platform-based interventions, which leverage 

emerging technologies, have shown the potential to transform how online environments 

manage aggressive behavior. Studies by Francisco et al. and Singh et al. have highlighted 

the effectiveness of automated content detection systems, which use machine learning al-

gorithms to identify and flag harmful language, images, or videos in real-time [66, 67]. 

These tools can automatically detect patterns of cyberbullying based on established lin-

guistic markers, such as derogatory terms, threats, or discriminatory language. The inte-

gration of such technologies into social media platforms can help reduce the immediate 

exposure of harmful content to users, while also facilitating a more prompt response from 

moderators. Automated systems not only help in real-time detection but can also provide 

valuable data for the development of more tailored, preventative interventions by track-

ing trends in cyberbullying behavior. 

Another key technological intervention is the simplification of reporting mecha-

nisms, which has been shown to significantly improve users' willingness to report cyber-

bullying incidents. Patchin & Hinduja suggest that platforms with intuitive, accessible re-

porting tools are more effective in engaging users to report instances of online harassment 

[3]. These systems often include streamlined processes for submitting complaints, anony-

mous reporting options, and clear feedback loops that ensure users are informed about 

the actions taken. The ease of reporting is essential, as it encourages a proactive response 

from users, making it more likely that incidents will be addressed quickly. 

Furthermore, design features that promote positive interactions—such as customi-

zable privacy settings, content filters, and tools for users to block or mute harmful indi-

viduals—can create safer online environments. Research by Groves et al. has demon-

strated that platforms that empower users with the ability to control their interactions are 

associated with lower rates of cyberbullying [34]. By integrating features that allow indi-

viduals to tailor their online experiences, platforms can encourage more respectful com-

munication and mitigate the potential for bullying behavior. 

On the policy and legal front, comprehensive anti-cyberbullying legislation plays 

a critical role in shaping societal norms and providing institutional guidelines for re-

sponse. Patchin & Hinduja explore the role of such laws, finding that while legislation 

alone may not completely eradicate cyberbullying, it serves as an important tool in setting 

legal precedents and establishing a framework for institutional action [3]. Anti-cyberbul-

lying laws can hold perpetrators accountable, outline clear procedures for reporting and 

addressing incidents, and ensure that victims receive legal protection. However, these 
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laws must be carefully crafted to balance the protection of free speech with the need to 

prevent harm. The effectiveness of such laws is often contingent upon how well they are 

enforced, the level of public awareness about the legislation, and the extent to which tech-

nology companies and educational institutions align their practices with legal frameworks. 

While individual technological tools and legal reforms can have substantial impacts, 

multi-stakeholder approaches that combine technological, educational, and policy ele-

ments have emerged as the most comprehensive and sustainable solutions. Research by 

Van Cleemput et al. and Gradinger et al. emphasizes the importance of coordinated efforts 

among schools, parents, technology companies, and policymakers in addressing cyber-

bullying [21, 68]. These efforts ensure that interventions are not isolated but rather address 

the multifaceted nature of cyberbullying in a holistic manner. For instance, technology 

companies can collaborate with educational institutions to design platforms that incorpo-

rate educational materials on digital citizenship, while policymakers can work alongside 

schools to create curriculum frameworks that promote responsible online behavior. 

One of the most successful examples of a multi-stakeholder approach is the imple-

mentation of national or regional cyberbullying prevention campaigns that involve 

schools, technology platforms, and government bodies. These campaigns often combine 

media outreach, public service announcements, school-based workshops, and legislative 

efforts to create widespread awareness about the dangers of cyberbullying and the steps 

individuals can take to prevent it. For example, the UK’s Anti-Bullying Alliance and the 

European Union’s Safer Internet Centre have led coordinated efforts that bring together 

schools, law enforcement, parents, and tech companies to address online harassment. 

Such initiatives have been shown to increase reporting rates, encourage the development 

of anti-bullying policies in schools, and improve overall digital literacy among young peo-

ple. Additionally, public-private partnerships are increasingly seen as crucial in creating 

effective cyberbullying interventions. Through these collaborations, governments and pri-

vate tech companies can work together to design tools and policies that enhance user 

safety. For example, tech companies can implement stronger safety protocols, such as au-

tomatic content moderation algorithms and easy access to reporting mechanisms, while 

governments can provide legal frameworks that ensure proper enforcement of anti-cyber-

bullying laws. These partnerships can also involve the integration of educational re-

sources on responsible digital behavior into digital platforms, making prevention a part 

of users' everyday experiences online. 

6. Discussion and Future Directions 

This review emphasizes the intricate, multifactorial nature of cyberbullying, which 

arises from the intersection of individual characteristics, social dynamics, and technolog-

ical environments. These influences extend across various domains, including psycholog-

ical, social, academic, and physical health, which underscores the complexity of address-

ing cyberbullying. The pervasive impacts on individuals—spanning mental well-being, 

social relationships, academic performance, and physical health—necessitate a multidi-

mensional approach to both prevention and intervention. To reduce the burden of cyber-

bullying on affected individuals and communities, policies and interventions must be de-

signed to address these diverse outcomes through a comprehensive, integrated strategy. 

Several significant themes emerge from the literature. First, there is a growing recog-

nition of the importance of ecological perspectives in understanding cyberbullying. 

These frameworks emphasize the need to examine the interaction between individual, fa-

milial, peer, and community-level factors, as well as the role of digital environments in 

shaping behaviors and outcomes. Rather than focusing exclusively on individual factors 

such as personality traits or coping strategies, it is essential to consider how broader social 

and environmental influences—such as school climate, parental monitoring, peer net-

works, and the online platforms themselves—shape experiences of both perpetration and 

victimization. This approach calls for systemic interventions that address multiple levels 
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of influence, fostering safer online spaces through collaborative efforts among individuals, 

families, schools, and technology companies. 

Second, the developmental considerations inherent in cyberbullying research high-

light that vulnerability factors, as well as the effectiveness of interventions, may vary de-

pending on the developmental stage of the individuals involved. Studies have shown that 

younger children, adolescents, and young adults experience cyberbullying in distinct 

ways, influenced by their cognitive, emotional, and social maturity. For instance, children 

may struggle with understanding the permanence of online interactions, whereas adoles-

cents might engage in more intentional forms of cyberbullying as part of peer group dy-

namics. Therefore, age-appropriate interventions that target developmental milestones 

and provide tailored support based on the specific needs of each group are crucial for 

effective prevention. Furthermore, understanding how developmental factors influence 

resilience mechanisms and the capacity to recover from cyberbullying remains an im-

portant area for exploration. 

Third, the need for culturally responsive approaches cannot be overstated. As digi-

tal technologies evolve and expand globally, cyberbullying manifests in ways that reflect 

the social, cultural, and institutional contexts of different societies. Technology use pat-

terns, online behavior norms, and perceptions of bullying vary widely across cultures, 

shaping both the prevalence and form of cyberbullying. For example, certain forms of 

cyberbullying, such as exclusion or shaming, may be more prominent in collectivist cul-

tures, while more direct aggression might be observed in individualistic societies. Re-

search addressing the cross-cultural variations in cyberbullying will be critical to devel-

oping globally relevant and context-sensitive interventions. This includes investigating 

how cultural values, such as family structures, community ties, and attitudes toward tech-

nology, inform both the perpetration and victimization of cyberbullying. 

Despite considerable progress in understanding the dynamics of cyberbullying, sig-

nificant research gaps persist in several key areas. One notable gap is the lack of longitu-

dinal studies that examine the long-term trajectories and consequences of cyberbullying. 

While much of the existing research has focused on the immediate effects of cyberbullying, 

there is a pressing need for studies that follow individuals over extended periods to assess 

the chronic effects of victimization on mental health, academic success, and social rela-

tionships. Longitudinal research will provide crucial insights into how cyberbullying in-

fluences developmental pathways and how the impact may evolve as individuals transi-

tion into adulthood. Furthermore, there is a need for cross-national and cross-cultural re-

search that explores how cyberbullying is perceived, experienced, and addressed in dif-

ferent societal contexts. This will help uncover universal patterns while also highlighting 

the unique factors that influence the effectiveness of interventions in diverse cultural set-

tings. 

As new digital platforms and communication modalities continue to emerge, it is 

essential to maintain ongoing research into the evolving nature of cyberbullying. The ad-

vent of new technologies such as virtual reality, augmented reality, and mobile apps has 

created new arenas for online interaction, which in turn may generate novel forms of bul-

lying. These platforms often introduce new dynamics of anonymity, surveillance, and 

self-presentation, which require fresh perspectives on how cyberbullying unfolds. It is 

crucial to explore how these new technological environments facilitate or hinder the oc-

currence of cyberbullying and whether existing intervention models are applicable to 

these novel spaces. 

In terms of future research directions, there is a compelling need to explore positive 

approaches that promote digital citizenship and responsible online behavior. Most exist-

ing interventions have focused on reducing negative behaviors, such as harassment, ex-

clusion, and aggression. However, fostering positive online communities and cultivating 

pro-social behaviors should also be a priority. This includes teaching individuals how to 

engage in respectful, supportive, and inclusive interactions online, as well as empowering 
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bystanders to act constructively when witnessing cyberbullying. Research could explore 

how digital literacy programs, civic engagement initiatives, and social-emotional learning 

(SEL) curricula can promote resilience, empathy, and kindness among online users. 

Additionally, a key area for future research is the identification of protective factors 

and resilience mechanisms that may mitigate the effects of cyberbullying. While much of 

the current research focuses on the negative impacts of cyberbullying, a more nuanced 

understanding of why some individuals are able to recover quickly or remain uninvolved 

could inform future interventions. For example, certain personality traits, such as high 

self-esteem or strong social support networks, may serve as buffers against the emotional 

and psychological toll of cyberbullying. Exploring these protective factors could lead to 

the development of resilience-building programs that enhance coping strategies, emo-

tional regulation, and self-efficacy in the face of online adversity. 

Finally, the field would greatly benefit from implementation science that investigates 

how to effectively scale and sustain evidence-based interventions in diverse, real-world 

contexts. Despite the wealth of interventions developed and tested in controlled settings, 

there is often a gap between research findings and practical implementation. Understand-

ing the barriers to scaling interventions—such as resource limitations, resistance from 

stakeholders, and logistical challenges—will be crucial in developing strategies to over-

come these obstacles. Moreover, exploring how interventions can be sustained over time 

in schools, communities, and digital platforms is vital for ensuring their long-term success 

and effectiveness. 

7. Conclusion 

This literature review synthesizes the current body of knowledge on cyberbullying, 

encompassing its causes, impacts, and intervention approaches. It is evident that cyber-

bullying represents not only a complex social issue but also a significant public health 

challenge that requires a multi-pronged, coordinated response from all sectors of society. 

As the digital landscape evolves, so too must our understanding of the factors that drive 

cyberbullying, its far-reaching consequences, and the strategies required to combat it ef-

fectively. 

The findings from this review underscore that cyberbullying is not merely a conse-

quence of individual behavior but is shaped by a multifaceted set of interactions among 

individual, social, technological, and environmental factors. Individual characteristics, 

such as emotional regulation and digital literacy, interact with broader social dynamics—

such as peer influence, school climate, and familial support systems—creating a complex 

web of influence. Furthermore, digital platforms themselves, with their inherent af-

fordances and challenges, significantly shape the prevalence and nature of cyberbullying. 

By recognizing these interconnected influences, stakeholders, including educators, poli-

cymakers, parents, and technology companies, can create more robust and holistic inter-

vention strategies that target the root causes of cyberbullying rather than merely address-

ing its symptoms. 

The evidence from this review suggests that the most effective approaches to pre-

venting and addressing cyberbullying are those that are comprehensive and integrated. 

Successful interventions need to operate on multiple levels—addressing individual skills 

and attitudes, modifying social norms and peer dynamics, and promoting positive digital 

citizenship through technological and policy initiatives. Cognitive-behavioral approaches, 

digital literacy programs, and multi-stakeholder collaborations all contribute to a bal-

anced strategy that fosters positive online behavior while reducing harmful practices. 

These strategies should not be implemented in isolation but rather as part of a coordinated 

framework that brings together various stakeholders, ensuring that interventions are sus-

tainable, adaptable, and capable of achieving long-term behavioral change. 

Despite the progress that has been made in understanding cyberbullying and devel-

oping interventions, there remains a pressing need for ongoing research and innovation 
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in this field. The rapid evolution of digital technologies continues to introduce new forms 

of interaction, which in turn create novel challenges for cyberbullying prevention. Social 

media platforms, messaging apps, and online gaming environments all present distinct 

dynamics that need to be understood and addressed through targeted research. Further-

more, the global nature of the internet means that cyberbullying does not recognize geo-

graphical, cultural, or institutional boundaries. Future research must continue to explore 

cross-cultural variations in the nature of cyberbullying and the effectiveness of interven-

tions in diverse contexts, ensuring that strategies are sensitive to the unique needs of dif-

ferent communities. 

As digital technologies become increasingly central to education, social connection, 

and civic participation, the need to ensure that these spaces are safe, respectful, and con-

ducive to positive development becomes more urgent. The digital realm is not just an ex-

tension of the physical world; it is a fundamental aspect of contemporary life, influencing 

identity formation, relationships, and community engagement. Therefore, creating digital 

spaces that prioritize well-being and equity is not merely a matter of individual welfare 

but a prerequisite for the sustainable development of equitable digital societies. This goal 

necessitates the active participation of a wide range of stakeholders—governments, edu-

cational institutions, tech companies, civil society organizations, and communities—in 

shaping policies and practices that foster safe and supportive online environments. 

References 

1. Kowalski, R. M., Limber, S. P., & McCord, A. (2019). A developmental approach to cyberbullying: Prevalence and protective 

factors. Aggression and violent behavior, 45, 20-32. https://doi.org/10.1016/j.avb.2018.02.009  

2. Patchin, J. W., & Hinduja, S. (2015). Measuring cyberbullying: Implications for research. Aggression and Violent Behavior, 23, 

69–74. https://doi.org/10.1016/j.avb.2015.05.013  

3. Patchin, J. W., & Hinduja, S. (2018). Deterring Teen Bullying: Assessing the Impact of Perceived Punishment From Police, 

Schools, and Parents. Youth Violence and Juvenile Justice, 16(2), 190–207. https://doi.org/10.1177/1541204016681057  

4. Baldry, A. C., Farrington, D. P., & Sorrentino, A. (2017). School Bullying and Cyberbullying Among Boys and Girls: Roles and 

Overlap. Journal of Aggression, Maltreatment & Trauma, 26(9), 937–951. https://doi.org/10.1080/10926771.2017.1330793  

5. Cross, D., Lester, L., & Barnes, A. (2015). A longitudinal study of the social and emotional predictors and consequences of cyber 

and traditional bullying victimisation. International Journal of Public Health, 60(2), 207–217. https://doi.org/10.1007/s00038-015-

0655-1  

6. Elsaesser, C., Russell, B., Ohannessian, C. M., & Patton, D. (2017). Parenting in a digital age: A review of parents’ role in  pre-

venting adolescent cyberbullying. Aggression and Violent Behavior, 35, 62–72. https://doi.org/10.1016/j.avb.2017.06.004  

7. Kowalski, R. M., Giumetti, G. W., Schroeder, A. N., & Lattanner, M. R. (2014). Bullying in the digital age: A critical review and 

meta-analysis of cyberbullying research among youth. Psychological Bulletin, 140(4), 1073–1137. 

https://doi.org/10.1037/a0035618  

8. Wong-Lo, M., & Bullock, L. M. (2011). Digital Aggression: Cyberworld Meets School Bullies. Preventing School Failure: Alter-

native Education for Children and Youth, 55(2), 64–70. https://doi.org/10.1080/1045988X.2011.539429  

9. John, A., Glendenning, A. C., Marchant, A., Montgomery, P., Stewart, A., Wood, S., Lloyd, K., & Hawton, K. (2018). Self-Harm, 

Suicidal Behaviours, and Cyberbullying in Children and Young People: Systematic Review. Journal of Medical Internet Re-

search, 20(4), e129. https://doi.org/10.2196/jmir.9044  

10. Gardella, J. H., Fisher, B. W., & Teurbe-Tolon, A. R. (2017). A Systematic Review and Meta-Analysis of Cyber-Victimization and 

Educational Outcomes for Adolescents. Review of Educational Research, 87(2), 283–308. 

https://doi.org/10.3102/0034654316689136  

11. Palermiti, A. L., Servidio, R., Bartolo, M. G., & Costabile, A. (2017). Cyberbullying and self-esteem: An Italian study. Computers 

in Human Behavior, 69, 136–141. https://doi.org/10.1016/j.chb.2016.12.026  

12. Nixon, C. (2014). Current perspectives: The impact of cyberbullying on adolescent health. Adolescent Health, Medicine and 

Therapeutics, 143. https://doi.org/10.2147/AHMT.S36456  

13. Vaillancourt, T., Hymel, S., & McDougall, P. (2013). The Biological Underpinnings of Peer Victimization: Understanding Why 

and How the Effects of Bullying Can Last a Lifetime. Theory Into Practice, 52(4), 241–248. 

https://doi.org/10.1080/00405841.2013.829726  

14. Garaigordobil, M., & Martínez-Valderrey, V. (2015). Effects of Cyberprogram 2.0 on ‘face-to-face’ bullying, cyberbullying, and 

empathy | Psicothema. Psicothema, 27(1), 45–51. https://reunido.uniovi.es/index.php/PST/article/view/10627  

15. DeSmet, A., Bastiaensens, S., Van Cleemput, K., Poels, K., Vandebosch, H., Deboutte, G., Herrewijn, L., Malliet, S., Pabian, S., 

Van Broeckhoven, F., De Troyer, O., Deglorie, G., Van Hoecke, S., Samyn, K., & De Bourdeaudhuij, I. (2018). The efficacy of the 

https://doi.org/10.1016/j.avb.2018.02.009
https://doi.org/10.1016/j.avb.2015.05.013
https://doi.org/10.1177/1541204016681057
https://doi.org/10.1080/10926771.2017.1330793
https://doi.org/10.1007/s00038-015-0655-1
https://doi.org/10.1007/s00038-015-0655-1
https://doi.org/10.1016/j.avb.2017.06.004
https://doi.org/10.1037/a0035618
https://doi.org/10.1080/1045988X.2011.539429
https://doi.org/10.2196/jmir.9044
https://doi.org/10.3102/0034654316689136
https://doi.org/10.1016/j.chb.2016.12.026
https://doi.org/10.2147/AHMT.S36456
https://doi.org/10.1080/00405841.2013.829726
https://reunido.uniovi.es/index.php/PST/article/view/10627


Trends in Sociology, 2025, 3(1), 45-55. 18 
 

 

 

Friendly Attac serious digital game to promote prosocial bystander behavior in cyberbullying among young adolescents: A 

cluster-randomized controlled trial. Computers in Human Behavior, 78, 336–347. https://doi.org/10.1016/j.chb.2017.10.011  

16. Kwan, I., Dickson, K., Richardson, M., MacDowall, W., Burchett, H., Stansfield, C., Brunton, G., Sutcliffe, K., & Thomas, J. (2020). 

Cyberbullying and Children and Young People’s Mental Health: A Systematic Map of Systematic Reviews. Cyberpsychology, 

Behavior, and Social Networking, 23(2), 72–82. https://doi.org/10.1089/cyber.2019.0370  

17. Chen, L., Ho, S. S., & Lwin, M. O. (2017). A meta-analysis of factors predicting cyberbullying perpetration and victimization: 

From the social cognitive and media effects approach. New Media & Society, 19(8), 1194–1213. 

https://doi.org/10.1177/1461444816634037  

18. Gámez-Guadix, M., Orue, I., Smith, P. K., & Calvete, E. (2013). Longitudinal and Reciprocal Relations of Cyberbullying With 

Depression, Substance Use, and Problematic Internet Use Among Adolescents. Journal of Adolescent Health, 53(4), 446–452. 

https://doi.org/10.1016/j.jadohealth.2013.03.030  

19. Suler, J. (2004). The Online Disinhibition Effect. CyberPsychology & Behavior, 7(3), 321–326. 

https://doi.org/10.1089/1094931041291295  

20. Wachs, S., Wright, M. F., & Vazsonyi, A. T. (2019). Understanding the overlap between cyberbullying and cyberhate perpetra-

tion: Moderating effects of toxic online disinhibition. Criminal Behaviour and Mental Health, 29(3), 179–188. 

https://doi.org/10.1002/cbm.2116  

21. Van Cleemput, K., Vandebosch, H., & Pabian, S. (2014). Personal characteristics and contextual factors that determine “helping,” 

“joining in,” and “doing nothing” when witnessing cyberbullying. Aggressive Behavior, 40(5), 383–396. 

https://doi.org/10.1002/ab.21534  

22. Wright, M. F. (2017). Parental mediation, cyberbullying, and cybertrolling: The role of gender. Computers in Human Behavior, 

71, 189–195. https://doi.org/10.1016/j.chb.2017.01.059  

23. Chang, F.-C., Chiu, C.-H., Miao, N.-F., Chen, P.-H., Lee, C.-M., Chiang, J.-T., & Pan, Y.-C. (2015). The relationship between 

parental mediation and Internet addiction among adolescents, and the association with cyberbullying and depression. Com-

prehensive Psychiatry, 57, 21–28. https://doi.org/10.1016/j.comppsych.2014.11.013  

24. Safaria, T., & Ariani, I. H. (2024). The Role of Self-Control, Authoritarian Parenting Style, and Cyberbullying Behavior Among 

Junior High School Students. Journal of Technology in Behavioral Science. https://doi.org/10.1007/s41347-024-00422-w  

25. Livingstone, S., & Helsper, E. (2007). Gradations in digital inclusion: Children, young people and the digital divide. New Media 

& Society, 9(4), 671–696. https://doi.org/10.1177/1461444807080335  

26. Festl, R., Scharkow, M., & Quandt, T. (2013). Peer Influence, Internet use and Cyberbullying: A Comparison of Different Context 

Effects among German Adolescents. Journal of Children and Media, 7(4), 446–462. https://doi.org/10.1080/17482798.2013.781514  

27. Bastiaensens, S., Vandebosch, H., Poels, K., Van Cleemput, K., DeSmet, A., & De Bourdeaudhuij, I. (2015). ‘Can I afford to help?’ 

How affordances of communication modalities guide bystanders’ helping intentions towards harassment on social network 

sites. Behaviour & Information Technology, 34(4), 425–435. https://doi.org/10.1080/0144929X.2014.983979  

28. Kowalski, R. M., Limber, S. P., & McCord, A. (2019). A developmental approach to cyberbullying: Prevalence and protective 

factors. Aggression and Violent Behavior, 45, 20–32. https://doi.org/10.1016/j.avb.2018.02.009  

29. Schultze‐Krumbholz, A., Schultze, M., Zagorscak, P., Wölfer, R., & Scheithauer, H. (2016). Feeling cybervictims’ pain—The 

effect of empathy training on cyberbullying. Aggressive Behavior, 42(2), 147–156. https://doi.org/10.1002/ab.21613  

30. Brady, W. J., Jackson, J. C., Lindström, B., & Crockett, M. J. (2023). Algorithm-mediated social learning in online social networks. 

Trends in Cognitive Sciences, 27(10), 947–960. https://doi.org/10.1016/j.tics.2023.06.008  

31. Pauwels, L., & Schils, N. (2016). Differential Online Exposure to Extremist Content and Political Violence: Testing the Relative 

Strength of Social Learning and Competing Perspectives. Terrorism and Political Violence, 28(1), 1–29. 

https://doi.org/10.1080/09546553.2013.876414  

32. Hosseinmardi, H., Mattson, S. A., Ibn Rafiq, R., Han, R., Lv, Q., & Mishra, S. (2015). Analyzing Labeled Cyberbullying Incidents 

on the Instagram Social Network. In T.-Y. Liu, C. N. Scollon, & W. Zhu (Eds.), Social Informatics (Vol. 9471, pp. 49–66). Springer 

International Publishing. https://doi.org/10.1007/978-3-319-27433-1_4  

33. Gentile, D. A., Coyne, S., & Walsh, D. A. (2011). Media violence, physical aggression, and relational aggression in school age 

children: A short‐term longitudinal study. Aggressive Behavior, 37(2), 193–206. https://doi.org/10.1002/ab.20380  

34. Groves, C. L., Prot, S., & Anderson, C. A. (2016). Violent Media Effects: Theory and Evidence. In Encyclopedia of Mental Health 

(pp. 362–369). Elsevier. https://doi.org/10.1016/B978-0-12-397045-9.00257-3  

35. Marinoni, C., Rizzo, M., & Zanetti, M. A. (2024). Social Media, Online Gaming, and Cyberbullying during the COVID-19 Pan-

demic: The Mediation Effect of Time Spent Online. Adolescents, 4(2), 297–310. https://doi.org/10.3390/adolescents4020021  

36. Jones, L. M., & Mitchell, K. J. (2016). Defining and measuring youth digital citizenship. New Media & Society, 18(9), 2063–2079. 

https://doi.org/10.1177/1461444815577797  

37. Hutson, E., Kelly, S., & Militello, L. K. (2018). Systematic Review of Cyberbullying Interventions for Youth and Parents With 

Implications for Evidence‐Based Practice. Worldviews on Evidence-Based Nursing, 15(1), 72–79. 

https://doi.org/10.1111/wvn.12257  

38. Paolini, A. (2018). Cyberbullying: Role of the School Counselor in Mitigating the Silent Killer Epidemic. International Journal 

of Educational Technology, 5(1), 1–8. https://eric.ed.gov/?id=EJ1182235  

https://doi.org/10.1016/j.chb.2017.10.011
https://doi.org/10.1089/cyber.2019.0370
https://doi.org/10.1177/1461444816634037
https://doi.org/10.1016/j.jadohealth.2013.03.030
https://doi.org/10.1089/1094931041291295
https://doi.org/10.1002/cbm.2116
https://doi.org/10.1002/ab.21534
https://doi.org/10.1016/j.chb.2017.01.059
https://doi.org/10.1016/j.comppsych.2014.11.013
https://doi.org/10.1007/s41347-024-00422-w
https://doi.org/10.1177/1461444807080335
https://doi.org/10.1080/17482798.2013.781514
https://doi.org/10.1080/0144929X.2014.983979
https://doi.org/10.1016/j.avb.2018.02.009
https://doi.org/10.1002/ab.21613
https://doi.org/10.1016/j.tics.2023.06.008
https://doi.org/10.1080/09546553.2013.876414
https://doi.org/10.1007/978-3-319-27433-1_4
https://doi.org/10.1002/ab.20380
https://doi.org/10.1016/B978-0-12-397045-9.00257-3
https://doi.org/10.3390/adolescents4020021
https://doi.org/10.1177/1461444815577797
https://doi.org/10.1111/wvn.12257
https://eric.ed.gov/?id=EJ1182235


Trends in Sociology, 2025, 3(1), 45-55. 19 
 

 

 

39. Wright, M. F. (2016). Cyber victimization and psychological adjustment difficulties among adolescents: The role of technology 

mediation and social support from school resource officers. Policing: An International Journal of Police Strategies & Manage-

ment, 39(3), 536–550. https://doi.org/10.1108/PIJPSM-02-2016-0016  

40. Cao, Z., Zhu, Y., & Qiu, L. (2024). Effects of Automated AI Moderation on User Content Contribution: A Natural Experiment in 

an Online Knowledge-Sharing Community (SSRN Scholarly Paper 4949261). Social Science Research Network. 

https://doi.org/10.2139/ssrn.4949261  

41. Celadin, T., Panizza, F., & Capraro, V. (2024). Promoting civil discourse on social media using nudges: A tournament of seven 

interventions. PNAS Nexus, 3(10), pgae380. https://doi.org/10.1093/pnasnexus/pgae380  

42. Fisher, B. W., Gardella, J. H., & Teurbe-Tolon, A. R. (2016). Peer Cybervictimization Among Adolescents and the Associated 

Internalizing and Externalizing Problems: A Meta-Analysis. Journal of Youth and Adolescence, 45(9), 1727–1743. 

https://doi.org/10.1007/s10964-016-0541-z  

43. Rose, C. A., & Tynes, B. M. (2015). Longitudinal Associations Between Cybervictimization and Mental Health Among U.S. 

Adolescents. Journal of Adolescent Health, 57(3), 305–312. https://doi.org/10.1016/j.jadohealth.2015.05.002  

44. Sticca, F., Ruggieri, S., Alsaker, F., & Perren, S. (2013). Longitudinal Risk Factors for Cyberbullying in Adolescence. Journal of 

Community & Applied Social Psychology, 23(1), 52–67. https://doi.org/10.1002/casp.2136  

45. McLoughlin, L. T., Simcock, G., Schwenn, P., Beaudequin, D., Boyes, A., Parker, M., Lagopoulos, J., & Hermens, D. F. (2022). 

Social Connectedness, Cyberbullying, and Well-Being: Preliminary Findings from the Longitudinal Adolescent Brain Study. 

Cyberpsychology, Behavior, and Social Networking, 25(5), 301–309. https://doi.org/10.1089/cyber.2020.0539  

46. Brewer, G., & Kerslake, J. (2015). Cyberbullying, self-esteem, empathy and loneliness. Computers in Human Behavior, 48, 255–

260. https://doi.org/10.1016/j.chb.2015.01.073  

47. Modecki, K. L., Barber, B. L., & Vernon, L. (2013). Mapping Developmental Precursors of Cyber-Aggression: Trajectories of Risk 

Predict Perpetration and Victimization. Journal of Youth and Adolescence, 42(5), 651–661. https://doi.org/10.1007/s10964-012-

9887-z  

48. Kowalski, R. M., & Limber, S. P. (2013). Psychological, Physical, and Academic Correlates of Cyberbullying and Traditional 

Bullying. Journal of Adolescent Health, 53(1), S13–S20. https://doi.org/10.1016/j.jadohealth.2012.09.018  

49. Völlink, T., Pozza, V., Pietro, A., Morel, S., Limited, E., & Dehue, F. (2016). Cyberbullying among young people. http://www.eu-

roparl.europa.eu/supporting-analyses  

50. Reijntjes, A., Kamphuis, J. H., Prinzie, P., & Telch, M. J. (2010). Peer victimization and internalizing problems in children: A 

meta-analysis of longitudinal studies. Child Abuse & Neglect, 34(4), 244–252. https://doi.org/10.1016/j.chiabu.2009.07.009  

51. Wolke, D., Copeland, W. E., Angold, A., & Costello, E. J. (2013). Impact of Bullying in Childhood on Adult Health, Wealth, 

Crime, and Social Outcomes. Psychological Science, 24(10), 1958–1970. https://doi.org/10.1177/0956797613481608  

52. Meter, D. J., & Bauman, S. (2015). When Sharing Is a Bad Idea: The Effects of Online Social Network Engagement and Sharing 

Passwords with Friends on Cyberbullying Involvement. Cyberpsychology, Behavior, and Social Networking, 18(8), 437–442. 

https://doi.org/10.1089/cyber.2015.0081  

53. Przybyła-Basista, H. (2016). Interparental conflict and child adjustment: Main concepts and research findings. Polish Journal of 

Applied Psychology, 14(1), 67–84. https://doi.org/10.1515/pjap-2015-0050  

54. Sourander, A., Brunstein Klomek, A., Ikonen, M., Lindroos, J., Luntamo, T., Koskelainen, M., Ristkari, T., & Helenius, H. (2010). 

Psychosocial Risk Factors Associated With Cyberbullying Among Adolescents: A Population-Based Study. Archives of General 

Psychiatry, 67(7), 720. https://doi.org/10.1001/archgenpsychiatry.2010.79  

55. Tsitsika, A. K., Tzavela, E. C., Janikian, M., Ó lafsson, K., Iordache, A., Schoenmakers, T. M., Tzavara, C., & Richardson, C. (2014). 

Online Social Networking in Adolescence: Patterns of Use in Six European Countries and Links With Psychosocial Functioning. 

Journal of Adolescent Health, 55(1), 141–147. https://doi.org/10.1016/j.jadohealth.2013.11.010  

56. Copeland, W. E., Wolke, D., Lereya, S. T., Shanahan, L., Worthman, C., & Costello, E. J. (2014). Childhood bullying involvement 

predicts low-grade systemic inflammation into adulthood. Proceedings of the National Academy of Sciences, 111(21), 7570–

7575. https://doi.org/10.1073/pnas.1323641111  

57. Foley, CF, & Manova, K. (2015). International trade, multinational activity, and corporate finance. Annual Review of Econom-

ics , 7 (1), 119-146. https://doi.org/10.1146/annurev-economics-080614-115453  

58. Tanrikulu, I. (2018). Cyberbullying prevention and intervention programs in schools: A systematic review. School Psychology 

International, 39(1), 74–91. https://doi.org/10.1177/0143034317745721  

59. Christina, A., Harris, K., Anastasia, P., Anna C., B., & Anna, S. (2015). Internet use and cyberbullying among adolescent students 

in Greece: The “Tabby” project. Hellenic Journal of Psychology, 12, 14–39. 

60. Williford, A., Elledge, L. C., Boulton, A. J., DePaolis, K. J., Little, T. D., & Salmivalli, C. (2013). Effects of the KiVa Antibullying 

Program on Cyberbullying and Cybervictimization Frequency Among Finnish Youth. Journal of Clinical Child & Adolescent 

Psychology, 42(6), 820–833. https://doi.org/10.1080/15374416.2013.787623  

61. Cross, D., Shaw, T., Hadwen, K., Cardoso, P., Slee, P., Roberts, C., Thomas, L., & Barnes, A. (2016). Longitudinal impact of the 

Cyber Friendly Schools program on adolescents’ cyberbullying behavior. Aggressive Behavior, 42(2), 166–180. 

https://doi.org/10.1002/ab.21609  

62. Wölfer, R., Schultze-Krumbholz, A., Zagorscak, P., Jäkel, A., Göbel, K., & Scheithauer, H. (2014). Prevention 2.0: Targeting 

Cyberbullying @ School. Prevention Science, 15(6), 879–887. https://doi.org/10.1007/s11121-013-0438-y  

https://doi.org/10.1108/PIJPSM-02-2016-0016
https://doi.org/10.2139/ssrn.4949261
https://doi.org/10.1093/pnasnexus/pgae380
https://doi.org/10.1007/s10964-016-0541-z
https://doi.org/10.1016/j.jadohealth.2015.05.002
https://doi.org/10.1002/casp.2136
https://doi.org/10.1089/cyber.2020.0539
https://doi.org/10.1016/j.chb.2015.01.073
https://doi.org/10.1007/s10964-012-9887-z
https://doi.org/10.1007/s10964-012-9887-z
https://doi.org/10.1016/j.jadohealth.2012.09.018
http://www.europarl.europa.eu/supporting-analyses
http://www.europarl.europa.eu/supporting-analyses
https://doi.org/10.1016/j.chiabu.2009.07.009
https://doi.org/10.1177/0956797613481608
https://doi.org/10.1089/cyber.2015.0081
https://doi.org/10.1515/pjap-2015-0050
https://doi.org/10.1001/archgenpsychiatry.2010.79
https://doi.org/10.1016/j.jadohealth.2013.11.010
https://doi.org/10.1073/pnas.1323641111
https://doi.org/10.1146/annurev-economics-080614-115453
https://doi.org/10.1177/0143034317745721
https://doi.org/10.1080/15374416.2013.787623
https://doi.org/10.1002/ab.21609
https://doi.org/10.1007/s11121-013-0438-y


Trends in Sociology, 2025, 3(1), 45-55. 20 
 

 

 

63. Navarro, R., Serna, C., Martínez, V., & Ruiz-Oliva, R. (2013). The role of Internet use and parental mediation on cyberbullying 

victimization among Spanish children from rural public schools. European Journal of Psychology of Education, 28(3), 725–745. 

https://doi.org/10.1007/s10212-012-0137-2  

64. Thompson, F., & Smith, P. K. (2010). The use and effectiveness of anti-bullying strategies in schools. https://www.gov.uk/gov-

ernment/publications/the-use-and-effectiveness-of-anti-bullying-strategies-in-schools  

65. Palladino, B. E., Nocentini, A., & Menesini, E. (2016). Evidence‐based intervention against bullying and cyberbullying: Evalua‐

tion of the NoTrap! program in two independent trials. Aggressive Behavior, 42(2), 194–206. https://doi.org/10.1002/ab.21636  

66. Francisco, S. M., Veiga Simão, A. M., Ferreira, P. C., & Martins, M. J. D. D. (2015). Cyberbullying: The hidden side of college 

students. Computers in Human Behavior, 43, 167–182. https://doi.org/10.1016/j.chb.2014.10.045  

67. Singh, V. K., Huang, Q., & Atrey, P. K. (2016). Cyberbullying detection using probabilistic socio-textual information fusion. 2016 

IEEE/ACM International Conference on Advances in Social Networks Analysis and Mining (ASONAM), 884–887. 

https://doi.org/10.1109/ASONAM.2016.7752342  

68. Gradinger, P., Yanagida, T., Strohmeier, D., & Spiel, C. (2016). Effectiveness and sustainability of the ViSC Social Competence 

Program to prevent cyberbullying and cyber‐victimization: Class and individual level moderators. Aggressive Behavior, 42(2), 

181–193. https://doi.org/10.1002/ab.21631  

 

Disclaimer/Publisher’s Note: The statements, opinions and data contained in all publications are solely those of the individual au-

thor(s) and contributor(s) and not of BSP and/or the editor(s). BSP and/or the editor(s) disclaim responsibility for any injury to people 

or property resulting from any ideas, methods, instructions or products referred to in the content. 

https://doi.org/10.1007/s10212-012-0137-2
https://www.gov.uk/government/publications/the-use-and-effectiveness-of-anti-bullying-strategies-in-schools
https://www.gov.uk/government/publications/the-use-and-effectiveness-of-anti-bullying-strategies-in-schools
https://doi.org/10.1002/ab.21636
https://doi.org/10.1016/j.chb.2014.10.045
https://doi.org/10.1109/ASONAM.2016.7752342
https://doi.org/10.1002/ab.21631

